¥ TRULEO

THE MOST SECURE Al PLATFORM
FOR LAW ENFORCEMENT

TRULEO has been built intentionally for law enforcement
with the highest standards for security and compliance.

TRULEO IS FULLY FBI CJIS COMPLIANT.

We are routinely, independently audited by state-level
agencies. Our infrastructure is fully deployed in SOC-2
Compliant AWS GovCloud. All data is encrypted in
transit and at rest using FIPS-140-3 encryption
standards.
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Visit truleo.co/security to download our full
documentation.

DEPLOYED IN
AWS GOVCLOUD

INSTANTLY CONNECT TO ANY BWC AND RMS

TRULEO CONNECTS TO ANY BWC PROVIDER -
ON-PREM or IN THE CLOUD
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Zero Data Retention

TRULEO USES AGENTIC Al TO CONNECTTO
ANY RMS SYSTEM
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Data encrypted in transit

We use Al to go through the front-end interface
instead of a backend API. You can permission
TRULEO the same way you add a dispatcher or
patrol officer - all within your environment and
behind your firewall. No need to call your RMS
provider - an install takes less than 30 minutes.

START YOUR FREE TRIAL | VISIT WWW.TRULEO.CO
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RESPONSIBLE DATA MANAGEMENT

WE MAINTAIN DEPARTMENT DATA OWNERSHIP
WHILE PROTECTING OFFICER & COMMUNITY PRIVACY

NO VIDEO STORAGE

We stream data from evidence APIs and only store
the analysis in our databases. None of your videos
are ever copied.

LIMITED RETENTION OF ANALYTICS DATA

Our application's data retention policy is set to
ninety (90) days, after which time all data stored is
automatically deleted.

PROTECTED DATA CLASSIFICATION

Any BWC video that is marked restricted or is
removed/deleted will not be analyzed or be
accessible.

AUTO-REDACTION OF PII

TRULEO automatically redacts personal
identifiable information (PII) within BWC
transcripts to protect community privacy.

NO GLOBAL KEYWORD SEARCH

TRULEO does not allow global keyword search of
transcripts within the platform, preventing misuse
of TRULEO data for surveillance.

OFFICER ID
TRULEO only identifies the officer wearing the
camera and anonymizes all other speakers.

ZERO DATA RETENTION WITH OPENAI

TRUE PRIVACY FOR OFFICERS
100% ANONYMOUS, 0% STORED CONVERSATIONS

Your conversations with TRULEO's Al are 100% anonymous—never stored, logged, or searchable. Only access
events (like opening a policy document or submitting an RMS query) are recorded to maintain a CJIS-compliant
audit trail. These records are aggregated data only—never your private conversations.

TRUSTED BY OVER 1,000 POLICE DEPARTMENTS

TRULEO is an Al platform built exclusively for law enforcement and trusted by over 1,000 agencies.

Designed to support patrol, investigations, and command staff, TRULEO automates key workflows
including report writing, witness interviews, policy queries, virtual dispatch, and BWC-based reviews

and training reels.

Made in the USA, TRULEO is FBI CJIS compliant, free to get started, and works with any RMS or body
camera system. We proudly support CALEA, NOBLE, and the FBINAA, and are included in the FBI

National Academy curriculum in Quantico, Virginia.

BOOK A DEMO | CONTACT SALES@TRULEO.CO

141 Traction St Unit #1040, Greenville, SC 29611 | 1-888-571-7701



